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Key Manager is used to manage all your 
encryption keys as well as selecting keys for 
encrypting. Master keys (main encryption keys - 
black) and your member keys (keys from other 
users - blue). 

 In this window you can create or delete keys as 
needed and set one favorite/default key. This key 
will be auto selected under Encryption Key when 
app starts. 

 

File: Go here to view encrypted and decrypted files. 

File > Options: Setup various options for app like emailing or sending via ftp. 

Keys > Key Manager: Brings up the Key manager window 

Keys > Generate Master Key: allows you to create master encryption key – If licensed 

Keys > Import Member Key: allows you to import other user’s keys known as Member Keys 

Keys > Generate Member Key: Generates member keys for other users to use to decrypt your files 

Keys > Backup Keys: Creates a zipped file with a backup copy of all keys and license key 

Keys > Restore Keys: Restores keys from a backup copy 

Help > License Detail: Imports your license file or view your current license file 

 

Encryption Key: shows the currently selected encryption key 

License Status: shows activation status 

 

These 3 buttons are used for encrypting/decrypting files and 
messages. To encrypt/decrypt file just lick the icon or drag 
and drop on to the icon. To encrypt message just lick the 
message icon. 

 

This event window shows status of 
encrypting and decrypting as well as 
other events like email/ftp status. 


